List Of Problem Statements

1. In India Phishing attacks can be a regular event, Bait often appears as a compelling email. Attackers go to great lengths to ensure that their emails appear as legitimate as possible. These emails most commonly direct target recipients to an attacker-controlled website that delivers malware or intercepts user credentials. To overcome this problem, we need anti-phishing protection and anti-spam software.
2. Who does this problem affect?

Phishing attack mainly paralyse a business.

* Staff might be unable to continue their work.
* Data and assets may be stolen or damaged.
* Customers might be unable to access online services.

1. What are the consequences of phishing?

Phishing has a list of negative effects on a business, including

* Loss of money.
* Loss of intellectual property.
* Damage to reputation.
* Disruption of operational activities.

1. What is the issue?

If the software gets attacked, user’s login credentials and credit card numbers get stolen.

1. Why is understanding the risk of phishing important?

Phishing attacks are a constant threat to campus and are becoming increasingly sophisticated. Because Successful attacks can lead to a great financial and economic crisis.

1. How do I report a phishing or suspicious email?

Reporting suspicious emails can dramatically reduce the duration and impact of an active phishing attack. Using the bMail interface:

* Open the message.
* To the right of ‘Reply’ arrow, select ‘More’.
* Then ‘Report phishing’.

1. Why it is important to fix this issue?

They may try to steal your passwords, account numbers or social security numbers. If the get those numbers they may access to your emails and other accounts. Scammers launch thousands of Phishing attacks like everyday and they’re often successful.